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HIMSS Certification: 

This program is approved for up to 15 continuing education (CE) hours for use in fulfilling the continuing 
education requirements of the Certified Professional in Healthcare Information & Management Systems 

(CPHIMS) and the Certified Associate in Healthcare Information & Management Systems (CAHIMS). 

 

For CAHIMS, you are required to obtain 45 CEs during your renewal cycle. 
• A minimum of 25 of the 45 CEs must be obtained from HIMSS or HIMSS-Approved Provider activities. 
 
For CPHIMS, you are required to obtain 45 CEs during your renewal cycle. 
• A minimum of 25 of the 45 CEs must be obtained from HIMSS or HIMSS-Approved Provider activities. 

 

To submit the Non-HIMSS Continuing Education Units to become CHCIO eligible or to maintain/renew your 
CAHIMS or CPHIMS eligible status, CLICK HERE to access further information on HIMSS Professional 

Certification in Healthcare Information and Management Systems (CAHIMS, CPHIMS, and CPHIMS-CA) 
Renewal Requirements and Application 

 

Objectives:  

Upon successfully completing this course, students will be able to:  

  

• Define common terms and specific rules with regard to HIPAA regulations and the relation to the HITECH Act  

• Summarize the specific components of the HIPAA Privacy Rule  

• Summarize the specific components of the HIPAA Security Rule  

• Define the roles and responsibilities of Business Associates and the necessity of a Business Associate Agreement  

• Explain the relation of the HITECH Act and HIPAA and the penalties of data breach violations  

• Define data breaches and associated penalties.  

• Identify notification requirements if a data breach occurs Describe enforcement policies to identify HIPAA violations  

• Define HIPAA Policies vs. Procedures and the incorporation of an Awareness and Training program for staff members  

• Review additional regulations for compliance that a practice must consider  

• Describe the specific responsibilities of an IT Service Group to ensure HIPAA Compliance  

• Address FAQ’s about HIPAA Security  

• Demonstrate complete understanding of all concepts studied throughout the course to qualify for certification  

 

 Planning & Instructional Personnel Disclosures:  

  

All planners and instructors have completed a Biographical Data and Conflict of Interest form and have 
no conflicts of interest to disclose.   

http://www.4medapproved.com/pdf/2017_HIMSS_Certification_Renewal_Requirements.pdf

